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Hello!
We warned you, but you even didn't replied

Forced shutdown of devices can lead to the loss of all data. Do not forcibly disconnect storage volumes 
from hosts,
don't interrupt process. Damaged information cannot be recovered.
All data is properly protected against unauthorized access by steady encryption technology.
Contact us by following emails.

xxxxx@mailfence.com
xxxxx@onionmail.org
It's just a business.
We can help you to quickly recover all your files.
We will explain what kind of vulnerability was used to hack your network.

If you will not cooperate with us, you will never know how your network was compromised. We
guarantee this will happen again.
Register new email account at secure mail service like mailfence, protonmail to be sure that
outgoing email not blocked by spam filter.
Don't use gmail!
WARNING!

Don't report to police. They will suspend financial activity of company and negotiation process.
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